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This document describes how to add QoS tags for MaxCS RTP packets. These procedures have been
validated on MaxCS Release 7.5.

Configure the MaxCS Server

1. Open the Local Group Policy Editor on the MaxCS server: In Windows, click Start. In the Search
box, enter gpedit.msc and press Enter.

2. Open MMC: In Windows, click Start. In the Search box, enter mmc and press Enter.

3. On the File menu, click Add/Remove Snap-in. In the dialog box, click Group Policy Object Editor
and click Add.

Add or Remove Snap-ins &

‘You can select snap-ins for this console from those available on your computer and configure the selected set of snap-ins. For
extensible snap-ins, you can configure which extensions are enabled.

Available snap-ins: Selected snap-ins:

Snap-in Vendor o ~| Console Root Edit Extensions. ..
- ActiveX Control Microsoft Cc
Auﬁwrizah’on Manager Microsoft Ce

G Certificates Microsoft Cc
cH Component Services Microsoft Cc
g Computer Management Microsoft Cc
g=n Device Manager Microsoft C
=4 Disk Management Microsoft ar Add >
Q Event Viewer Microsoft Ce
_| Folder Microsoft Ce
.g IP Security Monitor Microsoft Ce

g IP Security Policy Manage... Microsoft Cc

=/ Link to Web Address Microsaft Cc ¥
4 | r » Advanced...

Description:

This snap-in allows you to edit the local Group Policy Objects stored on a computer.

OK | Cancel

Figure 1: The Add or Remove Snap-ins dialog box

4. Inthe next dialog box, click Browse.

5. You can click either This computer to edit the Local Group Policy object, or click Users to edit
Administrator, Non-Administrator, or per-user Local Group Policy objects.

6. Click Ok. Click Finish.

7. Switch back to the Local Group Policy Editor. In the left pane, expand Local Computer Policy >
Computer Configuration > Windows Settings.

8. Right-click Policy-based QoS and select Create new policy.
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Figure 2: The Local Group Policy Editor window

9.

Policy-based QoS

Create a QoS policy

A QoS policy applies a Differentiated Services Code Point (DSCP) value, throttle rate, or both to
outbound TCP, UDP, or HTTP response traffic.

Policy name:

AltiGen_Qo3s
|

x|

¥ specify DSCP Value:

5

[ spedfy Outbound Throttle Rate:

Lear

1 IKBps

n more about QoS Polides

-l

< Back I Mext > I

Cancel

Figure 3: Enter a name for the policy and a DSCP value

Quality of Service Configuration Guide

In the new window, enter a policy name and specify a DSCP value from 0-63. Click Next.
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10. Select All applications and then click Next.

Policy-based QoS -

This QoS5 policy apples bo:
=) all applcations
Qriy applications with this exeoutasbls name:

Example: apphicstion.exe or %ProgramPiless)applc stion, exe
Ordy HTTF server applications responding bo requests for this URL:

Inchude subdirectories and flles

Example: http:fimyhost iraining or hitps: /™ ftraining/
Examgle of non-standard TOP port:  hitp:fimyhost : S0B0Mrainingf or https:[imyhest:™® raining

Learmy more abouk Q05 Pobcks

I < Back [ Mext > [ Cancel

Figure 4: Specify the policy applies to all applications
11. Select Any source IP address and Any destination IP address in this panel and click Next.

Policy-based QoS -

Specify the source and destination IP addresses,

A Q05 policy can be applied ko outbound traffic that is From a source or to a destination IP (IPv4 or
IPwe) address or prefix, For HTTP response traffic, the destination IP address or prefix denotes the
clientis) that issued the HTTP request,

This TS policy applies to;

© {Any source 1P address

() only For the Following source TP address or prefix:

This TS policy applies to;
(®) Any destination IP address

() only For the Following destination IP address or prefix:

Example For a host address: 1.2.3.4 or 3Ffe:FFFFi:1
Example For an address prefix: 192,168.1.0/24 or fFeS0:: 1234/45

Learn more about Qo5 Policies

< Back || Mext = || Cancel

Figure 5: Specify source and destination IP addresses
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12. Open MaxCS Administrator. Obtain the port range (in the Local Ports column) in the Current
Resource Statistics window.

il Current Resource Statistics IEHE.
Refresh Imenral
G.711 only resources GF11 fGTF22 FGI23 F G T29 Resol
(Gateway 10 Active Active Active Active
Total 67 Total HT G122 G123
(1] 200 1] 1] 1] o o
< m b
acket ... JE Packet loss | Total Packet los... | Max Packet boss... Jitter | |Local Poris Remote IP ~
496645
49666/7
406689
4967041
4967243
- - - - - |agarass -
- - - - - mm -
49680/1
406823
40684/5
496B6/7
4968879
4969041
406923 v
< m >
‘Gateway ID Meetn e conference... Mem ber Count A
@ oo 00:00 00 _
@ oo 0001 00 =
Lo 1] 0002 (1]
Lo 1] 0003 (1]
@ o0 00:04 00
@ o0 0005 00
@ oo 00:06 00 -

Figure 6: MaxCS Administrator Current Resource Statistics
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13. Switch back to the QoS policy window.
A. Select UDP for the protocol.
B. Select From this source port number or range and enter the port range from step 12.
C. Select To any destination port.
D. Click Finish.

Policy-hased QoS -

Specify the protocol and port numbers,

A Qo3 policy can be applied to outbound traffic using a specific protocal, a source port nunber or
range, or a destination port number or range.

Select the protocol this QoS policy applies to:
DR W

Specify the source port number;

() Erom any source pork

(O] From this source port number or range: 49664:500621

Example For a port: 443
Example For a port range: 137:139

Specify the destination port number:

(®) To any destination port

() Ta this destination port number or range:

Learn more about Qo3 Policies

< Back. ” Firishy || Cancel

Figure 7: Set QOS options

Configure Each MaxAgent Client System

Repeat the steps listed in the previous section on each MaxAgent client system: add the policy with the
same steps, but use port number 30000.

Notes

If you had a Windows client machine on which you are pushing Policy Based QoS, and you noticed in a
subsequent network trace that the DSCP value is 0x00, perform these steps:

1. If you need to make DSCP values to take effect on the adapter which does not have Domain
access, you need to add the following registry on the system:

HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\services\Tcpip\QoS
Type: REG_SZ
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Name: Do not use NLA
Value: 1
Create the key "QoS" if it does not exist.
After you create the QoS registry key, reboot the computer.
2. If step 1 does not work, create an additional registry entry:

HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\services\Tcpip\Parameters]
"DisableUserTOSSetting"=dword:00000000

Reboot the server and check the behavior.

If the system belongs to a domain, log in as a domain user; logging in as the local administrator or a user
will not work.
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